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September 24, 2008
The Drug Enforcement Administration 

Attention:  DEA Federal Register Representative/ODL

8701 Morrissette Drive

Springfield, VA 22152 

Re:  Electronic Prescriptions for Controlled Substances, Docket No. DEA–218

To Whom It May Concern:

The American Society of Consultant Pharmacists (ASCP) is pleased to submit comments to the Drug Enforcement Administration (DEA) regarding proposed standards for electronic Prescriptions for Controlled Substances, Docket No DEA-218.  

Section I.  Introduction to ASCP

ASCP is a professional association representing the interests of pharmacists who specialize in geriatric pharmacotherapy.  ASCP’s more than 8,000 members manage and improve drug therapy for geriatric patients in a variety of care environments including licensing nursing facilities, sub-acute care and assisted living programs, psychiatric hospitals, hospice programs and in the community.  

As an organization devoted to promoting the safe, effective and appropriate use of medications in the elderly, we are advocates for widespread adoption of e-prescribing.  E-prescribing has the potential to improve patient safety, increase efficiency and decrease inappropriate prescribing within the geriatric population.  E-prescribing will not only save lives, but it will save billions of dollars by helping to reduce costly medication-related problems (MRPs).  Today, it is estimated that MRPs cost our health care system over $200 billion annually.

We are therefore pleased that DEA finally has published a proposed rule to permit e-prescribing of controlled substances.  Pain management, and its concomitant reliance on narcotic drugs, are common in geriatric practice.  Within long-term care (LTC) settings, medications for pain management are the second-most commonly prescribed products.  In hospices, which may be community-based or be integrated into the LTC setting, pain management is the primary focus of care.  Without the ability to prescribe and dispense controlled substances using an e-prescription system that is fully integrated into the workflow of the health care setting (whether a nursing home, hospice program, assisted living community or home health agency), it will be very difficult to attain higher e-prescribing adoption rates among practitioners.   

While DEA is rightly concerned about minimizing diversion and identifying and prosecuting criminal conduct, ASCP believes that any regulatory scheme which allows for e-prescribing of controlled substances must be consistent with the objectives of:

· Promoting scalability and nationwide adoption of electronic prescribing by enabling all prescribers, regardless of the volume of controlled substances prescribed, to create and transmit prescriptions for controlled substances via the same electronic media as prescriptions for non-controlled substances;
· Reducing and eliminating additional costs and administrative burden on prescribers and pharmacists;

· Ensuring compliance and consistency with the uniform standards relating to the requirements for electronic prescription drug programs established pursuant to Section 1860D-4(e) of the Medicare Modernization Act;

· Improving patient safety and quality of care; and

· Allowing for the expeditious adoption of technological advances and innovations. 

Unfortunately, after careful review of the DEA’s proposed rule, ASCP has concluded that it falls short of these objectives.    

Section II. Summary of Major Concerns and Recommendations

ASCP’s detailed comments and recommendations are identified in Section III below.  Our major areas of concern and recommendations are summarized as follows:

1.  Lack of consideration of the unique needs of LTC and other, non-ambulatory health care settings.  The proposed rule fails to take into consideration the unique prescribing process that is endemic to LTC, hospice, home health and other non-hospital care settings where the prescriber and patient are not in physical proximity when the prescription is written.  In these settings, the prescriber is relying on a nurse to be his agent, to communicate information about the patient’s clinical condition, take and transcribe the prescription order into the patient’s medical chart and transmit the prescription to the pharmacy for dispensing.  The proposed rule however makes no allowance for these three-party transactions.  Further, the proposed rule prohibits printing the prescription after it has been electronically transmitted or transmitting the prescription in any other form if it has been transmitted electronically. 

Recommendation:  DEA must modify its rule to accommodate the needs and workflow of LTC pharmacies and the LTC facilities serviced by them.  Specifically, DEA must recognize the LTC facility nurse “as agent” of the prescriber and that the LTC facility nurse, not the prescriber, will be transmitting  medication orders to the pharmacy.  DEA will need to make additional allowances for LTC standards of practice including, in the case of non C-II controlled substances, allowing a pharmacy to dispense a “quantity sufficient” to meet the patient’s needs based upon the delivery schedule established between the pharmacy and the facility. DEA must also take into consideration the fact that nursing facilities and other health care providers must receive and accurately track medication orders.  These entities must be able to obtain paper and/or electronic copies of prescriptions that have been electronically transmitted to the pharmacy.  

2.  Burden and costs without benefit.  The proposed rule imposes significant burdens and costs on prescribers and pharmacies without adding apparent benefit to DEA’s efforts to decrease diversion of controlled drugs or to enhance law enforcement capabilities.  Rather, the burdens and costs appear designed to decrease the likelihood that prescribers and pharmacies will want to develop the capacity to e-prescribe controlled drugs.  Further, these burdens and costs will fall disproportionately on independent, rural and small primary care and physician practices, pharmacies and health care facilities and programs.  

Recommendation:  Unless there is a compelling law enforcement need, DEA must eliminate provisions that increase the burden and costs on prescribers and pharmacies.  

3.  Incompatible with Existing Workflow and Pharmacy Practice.  Pharmacy practice is complicated business.  Not only are there multiple players including prescribers, payers, facilities and intermediaries, there is a panoply of federal and state regulation.  Practice standards also are well established, and there is a technology infrastructure that ensures a high level of standardization.  The proposed rule seemingly ignores this existing infrastructure and process.  As a result, as a practical matter, the rule may be impossible to put into operation without fundamental changes to pharmacy practice and workflow.  In short, it is unworkable within the existing infrastructure.

Recommendation:  DEA should work collaboratively with pharmacy and pharmacist organizations to ensure that any proposed rule fits within existing infrastructure and pharmacy process.  

Section III – Detailed Comments

1.  Nurse as agent of the prescriber

21 CFR 1306.05(f) - A prescription may be prepared by the secretary or agent of a practitioner.  

Comment:  The prescribing process in LTC involves three entities:  the prescriber, the nursing facility and the pharmacy.  Although federal regulations mandate that each resident’s medical care be supervised by a physician, 42 CFR 483.40(a)(1), physicians typically are not onsite 24/7 in LTC facilities. Thus, nurses play a vital role in communicating information to physicians, recording their verbal orders in the resident’s clinical record, reviewing and then transmitting prescription orders to the pharmacy and ensuring that medications are administered in a timely manner.  As a matter of practice, and federal and state regulation governing nursing facility practice, the long term care facility nurse acts as the agent of the prescriber in the same manner that a nurse in a hospital acts as an agent of the prescriber.  This three-party transaction is also evident in other non-hospital, non-ambulatory care settings such as hospice, assisted living and home health programs where the prescriber may not be in physical proximity to the patient when medications need to be ordered or adjusted.  

Recognizing that the LTC  facility nurse plays a key role in the prescribing process in LTC  facilities, the CMS Long-Term Care E-prescribing Standards Pilot Study was based upon a model that utilized the nurse as the agent of the prescriber.  In the pilot, 94% of the orders at both test sites were entered by LTC nurses acting as agents of the prescriber. Nurses were also responsible for transmitting the e-prescription to the pharmacy.  

DEA, however, currently does not recognize the nurse as the agent of the prescriber in long term care settings.  See 66 Fed. Reg. 20834 (April 25, 2001).  According to DEA, the nurse in a LTC  facility cannot be recognized as an agent of the prescriber because there is no direct employment relationship between the prescriber and the facility nurse.  However, an employment relationship is not the sole pre-condition to establishing an agency relationship.  Rather, an agent’s authority to act on behalf of another may derive from employment, contract or apparent authority.  Thus, DEA has viewed hospital nurses as agents of the prescriber, even when the prescriber has no employment relationship with the hospital or the nurse.

As we move forward to implement e-prescribing, it is critical that DEA recognize that nurses in LTC facility settings (as well as other non-ambulatory, non-hospital settings), do indeed function as the agent of the prescriber.  As is more fully discussed in these comments, DEA will need to make other changes in this proposed rule to accommodate the unique three-way prescribing process that is endemic to long-term care whether a prescription is written on paper or is transmitted electronically.  

Recommendations: DEA should:  

(1)  retract the guidance issued on April 25, 2001 and instead, define the term “agent” to explicitly include nurses when the prescriber is prescribing medications for a patient who is a resident in a facility or program that has adopted policies and procedures outlining the responsibilities of nursing staff when acting as an agent of the prescriber.  We further recommend that the prescriber acknowledge, in writing, that he or she has read the facility policies and procedures with respect to “Nurse as agent.”

(2)  Modify the proposed rule to explicitly allow nursing facility staff to review and transmit prescription orders to the pharmacy.  

2.   Provisions relating to Pharmacies

21 CFR 1311.165 – The pharmacy is responsible for verifying that the practitioner’s DEA registration was valid at the time the prescription was signed.  The pharmacy may do this by checking the DEA CSA database or by having the prescribing practitioner’s service provider or one of the intermediaries check the DEA CSA database. 

Comment:  Under current practice, pharmacists do not validate a prescriber’s DEA number unless the pharmacist has reason to believe that the DEA number is invalid. The proposed rule, however, appears to require that the pharmacist check the validity of the prescriber’s DEA registration for every prescription.  While the rule suggests this can be done by checking the DEA CSA database or by having the service provider check the database, access to the DEA database must be purchased and is costly.  Further, the DEA database is not updated in real time and does not include suffixes used by prescribers who use institutional DEA numbers.  Therefore, the requirement to check the DEA database adds costs but does not necessarily give the service provider the information needed to ensure that the practitioner’s credentials are current.

Another problem is that the suffix added to the end of an institution’s DEA number to indicate the individual prescriber is not standardized.  Currently, every institution (hospital) assigns suffixes differently with a varied numbers of digits, sometimes without meaning and sometimes with a specific meaning behind the enumeration.  

Recommendation:   Since service providers are also tasked with the responsibility of “validating” the prescriber’s DEA number/registration, and pharmacists already validate DEA registration numbers when there is a reason to believe the number is invalid, this provision should be eliminated.   Further, before it can hold entities accountable for validating DEA numbers, DEA must make its database accessible and ensure that it is updated in real time.  Finally, suffixes for institutional DEA numbers must be standardized just as non-institutional DEA numbers are standardized; otherwise, there is no way for service providers or pharmacies to validate them.  Standardization would also improve electronic documentation and transmission of the DEA number, as it would “fit” better into computer systems and the NCPDP Telecommunication standard. 

21 CFR 1311.165(d) –  The pharmacy system must also:

Be capable of reading the full DEA registration and the full number must be retained in the prescription record. 

Comment: Does the full number include DEA suffixes?  As noted above, suffices (which are assigned by the institutional DEA registrant,) are not standardized or tracked in the DEA database.   

Recommendation:  Please make clear that pharmacies are not responsible for the validation of extensions or other institutionally -provided identification numbers that are not recognized by DEA or tracked in the DEA database.  

21 CFR 1311.165(e) – [P]rovide for information to be linked to the prescription including the number of units or volume of controlled substance dispensed, the date of dispensing, the name of the person who dispensed the prescription, and the number of refills. 

Comment:  In the LTC industry, prescribers do not typically write for a specific quantity when a CIII-CV is prescribed for a LTC resident.  The quantity dispensed is determined by the pharmacy and is based on a number of factors:  the typical duration of supply agreed upon by the facility and pharmacy to be dispensed for all medications; the quantity allowed by the payer; or, for PRNs - the estimated usage (perhaps based on past usage).  The NCPDP SCRIPT standard has been modified to reflect this standard of practice in that the quantity field utilizes the term “QS” meaning quantity sufficient (for typical dispensing in the facility).  DEA’s standard is incompatible with standards of practice in long-term care.

Recommendation:  DEA must modify its rule to accommodate the needs and workflow of LTC pharmacies and the LTC facilities serviced by them.  

21 CFR 1311.170(a) – Create and maintain a backup copy of all controlled substance prescriptions at an alternative storage site that is geographically separated from the primary storage site so as not to be susceptible to the same hazards.  Transmission to the backup storage site must occur at least once every 24 hours and all backup copies must be maintained for five years from the date of the record creation.

Comment:  It is unclear why DEA seeks to mandate off-site storage of electronic prescriptions and does not require similar treatment of paper prescriptions.  Offsite, electronic storage costs are likely to be significant, especially since offsite storage must be geographically separated so as not to be susceptible to the same hazards.  (Consider recent weather patterns and the catastrophic impact of Hurricanes Gustav and Ike over large swaths of the country).  The impact of these additional costs will be greatest on small, independent and rural pharmacies. 

Recommendation:  DEA should modify this rule to require only that pharmacies take reasonable measures, based upon current standards of practice, to secure backup systems.  

21 CFR 1311.170(b) – Create and maintain an internal audit trail that indicates each time a controlled substance prescription file is opened, annotated, altered, or deleted and the identify of the person taking the action.  The audit trail must be maintained for five years.

Comment:  Requiring the pharmacy to create and maintain an internal audit trail indicating every time a prescription file is opened and viewed will generate enormous amounts of data of limited utility to DEA.  Further, to store such data for five years will be very costly.

Recommendation:  Modify this provision to require that the audit trail only capture those instances when a prescription has been annotated, altered or deleted.

21 CFR 1311.170(c) – Establish and implement a list of auditable events including attempted or successful unauthorized access, use, disclosure, etc.

Comment:  Who will define an auditable event?  

Recommendation:  DEA must either define or reference existing standards for an auditable event. 

21 CFR 1311.170(d) – Audit logs must be analyzed once every 24 hours and be capable of generating an incident report that identifies each audible event.

Comment:  Is this something that a person must do or may it be automated?  

Recommendation:  As noted above, the term “auditable event” must be defined.

 21 CFR 1311.170(e) – If any identified auditable event represents a security incident that compromised or could have compromised the integrity of the prescription records, the pharmacy must notify the service provider and DEA within one business day.  

Comment:  It is hard to define what would be considered an event that “could have” compromised the integrity of prescription records.  Such an event could be almost anything.  More clarity would be beneficial on that point.  Further, the likely result of this provision is that service providers and DEA will be inundated with reports that have little law enforcement value and would not warrant any follow-up.  It is unclear that DEA has the capacity to review and prioritize these reports.  Therefore, we question whether the burden of the requirement outweighs its benefit.  

Recommendation:  Pharmacies should only be required to report auditable events that result in actual security breaches.  

21 CFR 1311.170(f) – Arrange for a third-party audit for system security and processing integrity prior to accepting any controlled substances prescriptions and annually thereafter. 

Comment:  It is unclear who is qualified to undertake these audits or what standards apply.  These audits will add costs.  Unless DEA identifies the qualifications of auditors and the standards to be applied—or as one ASCP member suggests, conducts the audits themselves—this requirement actually raises additional security concerns. 

Recommendation:  Delete this provision. 

3.  Provisions relating to Prescribers

21 CFR 1311.105(a)  – Prescribers must submit to in-person identity proofing by a permitted entity.

Comment:  The requirement for in-person identity proofing is a new requirement.  It is unclear why a prescriber who has a DEA registration and has met state requirements would need to do more than what is already required in order to obtain authority to e-prescribe.  The burdens and costs associated with in-person identify proofing are likely to be a significant barrier to physician adoption.
Recommendation: Delete the requirement for in-person identity proofing.

21 CFR 1311.105(a) – The service provider must receive a document prepared by an entity permitted to conduct in-person identify proofing that contains the following information:

· The name and DEA registration number, where applicable, of the in-person identify entity

· The name of the person who conducted the in-person identity proofing

· The name and address of the principal place of business of the practitioner

· For each State where the practitioner wishes to prescribe controlled substances, the name of the State licensing authority and State licensure number of the practitioner

· For each state where the practitioner wishes to prescribe controlled substances, the practitioner’s DEA registration number and date of expiration

Comment: There appears to be a conflict between the above section and 21 CFR 1311.155, which states that the prescriber is responsible for providing documentation from the in-person identify proofing agent to the “service provider.” In addition to this conflict, placing this burden on the prescriber, is both excessive and also seems to raise security issues.  If someone truly wanted to beat the system, couldn’t the documentation be altered prior to submission to the service provider?  Further, will a prescriber need to submit to in-person identity proofing in every jurisdiction in which he or she is licensed to practice?  What liability does the in-person identify proofing agent for wrongful or negligent certification of identity?

Recommendation:  Delete the requirement for in-person identity proofing.

21 CFR 1311.105(b) – Entities permitted to conduct “in-person identify proofing” include a DEA-registered hospital that has previously granted that practitioner privileges at the hospital (provided the practitioner’s privileges are active and in good standing), a State professional licensing board or controlled substances authority, or a State or local law enforcement agent.  

Comment:  A prescriber can only submit to in-person identify proofing at:  (1) a DEA-registered hospital that has previously granted privileges to the prescriber; (2) a State professional licensing board or controlled substances authority; or (3) a State or local law enforcement agent. In LTC, physician prescribers, physician assistants and nurse practitioners may not have hospital privileges.  The question then is will state boards and local law enforcement agencies take on this responsibility?  Who will pay for this process?  How will this requirement affect prescribers in rural communities who may live hundreds of miles from a permitted entity?

Recommendation:  Delete the requirement for in-person identity proofing.
21 CFR 1311.55(b) – Once approved, practitioners must comply with all system requirements (as noted below).  The practitioner must retain sole possession of the hard token and must not share the password with any other person. The practitioner may not allow any other person to use the token or enter the password or other identification means to sign prescriptions for controlled substances.  Failure of the practitioner to secure the hard token or password may provide the basis for revocation or suspension of the practitioner’s registration.  

Comment:  If a token is lost, stolen or compromised, what standard will DEA use for revoking or suspending the practitioner’s registration?

Recommendation:  DEA should articulate the standard it will use to revoke or suspend the practitioner’s registration.

21 CFR 1311.55(c) – If a hard token has been lost, stolen or compromised, the practitioner must notify the service provider within 12 hours of discovery.  If notice is not provided timely, the practitioner may be held responsible for any controlled substance prescriptions written using the hard token

Comment: The timeframe for timely reporting a lost, stolen or compromised tokens is too short.  What does it mean to hold a practitioner responsible for any controlled substances prescriptions written using a lost, stolen or compromised token.  Is this a strict liability standard?

Recommendation:  The timeframe should be extended to 24 hours or the next business day, whichever is sooner.  DEA should articulate the standard it will use to hold a practitioner responsible for controlled substances prescriptions written using a lost, stolen or compromised token.  

21 CFR 1311.55(d) – The practitioner will be required to review a monthly log of all electronic prescriptions for controlled substances that the practitioner issued during the previous month using the system, to determine whether the prescriptions issued under his DEA registration number were, in fact, issued by him and whether any prescriptions appear to be unusual based on the practitioner’s known prescribing pattern.  

Comment: This is a new requirement that increases the burden on and costs to prescribers.  Since this is an after the fact review and the prescriber is not required to check the patient’s record, it is unclear how meaningful this review will be and to what extent such review will increase the likelihood of preventing or identifying diversion.  Can the prescriber delegate this responsibility to a third party or staff?
Recommendation:  This provision should be deleted.  It adds costs and significant burden without apparent benefit. 

21 CFR 1311.55(e) – If the practitioner identifies any anomalies, he must notify the DEA and the service provider within 12 hours.  

Comment:  If the practitioner must report any anomalies, DEA and service providers are likely to be inundated with very low-value reports.  We question how useful such reports will be and whether they will simply “clog” the system.  Further, the time frame for reporting seems to be very short.  

Recommendation:  This provision should be deleted as it adds burdens but appears to have little law enforcement value.
21 CFR 1311.55(f) – The practitioner also must determine initially and at least annually thereafter whether the service provider’s third-party audit reports indicate that the service provider meets the requirements of the regulations.

Comment: It is unlikely that the practitioner will have access to the service provider’s third-party audits.  

Recommendation:  This provision should be revised to state that the service provider should certify to the practitioner that it meets the requirements of the regulations.   

21 CFR 1311.125(a) – The practitioner must authenticate herself to the system using two-factor authentication immediately before signing the prescription.  The system may allow the practitioner to sign the multiple prescriptions at the same time.  However, the physician/prescriber will need to re-authenticate herself if, after having logged in using two factor authentication, the prescription is not signed within two minutes.  

Comment:  This standard is very prescriptive.  Prescribers may need more time to review prescriptions after log-in, especially if signing multiple prescriptions at one time.  

Recommendation:  DEA should revise this provision to give physicians and other prescribers more discretion to determine an appropriate log-out timeframe based upon what works best within their practice setting.

21 CFR 1311.125(b) – For all prescriptions to be signed, the practitioner must indicate agreement with the following statement which must be displayed for the practitioner’s review for all prescriptions that are to be transmitted in connection with that signature: 

I, the prescribing practitioner whose name and DEA registration number appear on the controlled substance prescription(s) being transmitted, have reviewed all of the prescription information listed above and have confirmed that the information for each prescription is accurate.  I further declare that by transmitting the prescription(s) information, I am indicating my intent to sign and legally authorize the prescription(s).

Comment:  The addition of the statement does not appear to add any additional security. All this does is appear to give the DEA another hook to hold a prescriber accountable.  However, under state professional licensing laws, the prescriber’s signature serves the same purpose.  Thus, this provision is redundant and unnecessary.  

Recommendation:  Eliminate this provision. 

4.  Provisions Relating to Service Providers

21 CFR 1300.03 – A service provider is a trusted entity that issues or registers practitioner tokens, issues electronic credentials to practitioners, provides the technology system used to create and send electronic prescriptions, and/or provides the technology system used to receive and process electronic prescriptions at a pharmacy.

Comment: The rule imposes significant responsibilities on the “service provider,” and consequently, the service provider assumes significant operational burden.  Yet, as defined, it is not entirely clear who the “service provider” is.  It appears that DEA is contemplating that the “service provider” is an outside vendor, such as a software vendor.  But is that always the case?  Could a large hospital system, nursing home chain, group purchasing organization or long term care pharmacy assume all or some of the responsibilities of the “service provider?”  

Recommendation:  We urge DEA to provide clarification as to what entities may serve as service providers and whether any of the functions can be delegated or assumed by other entities.

21 CFR 1311.05(c) – Before issuing electronic credentials to a practitioner, the service provider must do all of the following:  

· Check each State to determine that all of the practitioner’s licenses and registrations (including separate controlled substances registration) are current and in good standing.

· Check the DEA CSA database to determine whether DEA registration for each State is current and in good standing.

· Ensure that the service provider has an accurate list of the schedules the practitioner is authorized to prescribe.

· Contact the practitioner’s registered location by telephone (or in person) to confirm the practitioner’s intent to apply to prescribe controlled substances using the service provider’s system.  The service provider must obtain the telephone number from a public source other than the application received from the practitioner.  

· Check with appropriate State authorities to determine that the practitioner’s separate state controlled substances registration is current. 

Comment:  As noted above, access to the DEA database must be purchased.  Further, the DEA database is not updated in real time and does not include suffixes used by prescribers who use institutional DEA numbers.  Therefore, the requirement to check the DEA database adds costs but does not necessarily give the service provider the information needed to ensure that the practitioner’s credentials are current.
Further, the suffix added to the end of an institution’s DEA number to indicate the individual prescriber needs to be standardized.  Currently, there is no standard and every institution (hospital) assigns suffixes differently with a varied numbers of digits, sometimes without meaning and sometimes with a specific meaning behind the enumeration.  

Recommendation:  DEA must ensure that its database is updated and available to service providers in real time.  Further, institutional DEA numbers must be standardized just as non-institutional DEA numbers are standardized; otherwise, there is no reliable way for service providers or pharmacies to validate themselves.  Standardization would also improve electronic documentation and transmission of the DEA number, as it would “fit” better into computer systems and the NCPDP Telecommunication standard. 

21 CFR 1311.05(a) – Maintain documentation for five years.  If retained electronically, they must be readily retrievable from all other records.

Comment: The term “readily retrievable” is ambiguous.

Recommendation:  Define the term “readily retrievable.”
21 CFR 1311.135(c) – Check the DEA CSII database at least once a week and revoke the authentication protocol for each practitioner whose registration has been terminated.

Comment:  The database must be updated in real time or this requirement could result in revoking the credentials of practitioners who have current registration.
Recommendation:  DEA must ensure that its database is up to date and that data is retrievable in real time.

21 CFR 1311.145 – The service provider will be required to audit its records and systems at least once a day.  The service provider must notify the DEA within one business day of any security incidents or of any incident that may indicate that the integrity of the system in regard to controlled substances has been compromised.

Comment:  The likely result of requiring that the service provider notify the DEA of any security incidents that may indicate that the system has been compromised is that DEA will be inundated with reports that have little law enforcement value.   It is unclear that DEA has the capacity to review and prioritize these reports.  Therefore, we question whether the burden of this requirement outweighs its benefit.  

Recommendation:  DEA should only require the service provider to notify DEA of actual security breaches.
21 CFR 1311.150:  In addition, the service provider must have qualified third-party audits conducted prior to accepting any controlled substances transmissions and annually thereafter.  

Comment:  This provision adds costs, but its benefits are questionable, especially since DEA has not identified who is qualified to act as a third party auditor or what standards are to be used. 

Recommendation:  Delete this provision.

21 CFR 1311.110(c) - Re-authentication must be required if the practitioner does not use the system for more than 2 minutes.  

Comment and Recommendation:  See above.

21 CFR 1311.120(a) – Either the registrant or her agent may enter data for a controlled substance prescription. 

Comment:  ASCP fully supports this provision.  
Recommendation:  As discussed above, DEA must recognize the nurse in the nursing facility as an agent of the prescriber, consistent with current practice standards and regulations.

21 CFR 1311.120(b) – Once entered, the system must display the patient’s name and address, the name of the drug being prescribed, the dosage strength and form, quantity and directions for use, and the DEA registration number under which the prescription will be authorized.

Comment:   As noted above, in care settings such as LTC facilities where there are established dispensing protocols between the prescriber and the pharmacy/pharmacist, medication orders are typically open-ended and dispensed quantities for certain medication orders are determined by the pharmacy—based on the prescriber’s dosing directions as well as factors as the delivery schedule that has been established between the pharmacy and the facility.  

Recommendation:  DEA must modify its rule to accommodate pharmacy practice in long-term care facilities, recognizing that the quantity to be dispensed to a particular facility must be determined by the pharmacy, not the physician.  

21 CFR 1311.140 (a – b) – The system must also automatically provide the practitioner with a monthly electronic log of all electronic prescriptions for controlled substances that were issued by the practitioner during the previous month using the system and have a means for the practitioner to indicate that he has received and reviewed the log.  The log (including a record of the practitioner’s review) must be maintained for five years.  

Comment:  As noted above, this provision increases the practitioner’s costs and burden but to what extent does this after-the-fact monthly review aid in reduction of diversion or identifying problem prescribers?  Does the benefit outweigh the cost and burden to the practitioner?
Recommendation:  Delete this provision.

(See preamble discussion, 73 Fed. Reg. 36744) -  DEA will not allow alteration of the any of the required information after the prescription is signed except to reformat. Therefore, any change to the content of a prescription will render the prescription invalid.  

Comment:  Although there is no explicit provision in the regulation, the preamble clearly states that any change to the content of a prescription after it is signed will render it valid.  DEA cites the example of a pharmacist who changes the prescribed drug to a generic after the prescription has been signed.  According to the preamble, DEA would consider the prescription invalid, and the parties that changed the data to have issued a prescription without being authorized to do so, in violation of the Controlled Substances Act.  DEA’s position is based upon an erroneous understanding of the prescribing process, specifically that “formulary checks occur prior to signing.”  73 Fed. Reg. 36744.  In fact, prescribers routinely rely on pharmacists to conduct formulary checks.  Further, in many states, pharmacists are required by law to automatically substitute generics for branded drugs, without prescriber authorization, unless the prescriber specifically has written “dispense as written,” on the prescription.  Pharmacists also routinely change quantity and dosage when the prescribed dose is unavailable either due to supply or coverage issues and may make other changes under collaborative practice arrangements.  DEA’s blanket prohibition of any change after a prescription has been signed is in conflict with a pharmacist’s obligations under state pharmacy laws and is inconsistent with current standards of practice that give pharmacists (within the limits of their license) the ability to make prescription changes after the prescription has been signed by the prescriber.

Further, DEA’s rule is incompatible with LTC order workflow wherein nursing facility staff review physician orders in the context of the resident’s full treatment regimen and then add related nursing and administration notes before the prescription order is forwarded to the appropriate long-term care pharmacy.   

Recommendation:  DEA should clarify that only changes made to a prescription after it has been signed and transmitted, and that are not otherwise permitted by law, would render the prescription invalid.  Further, we urge DEA to consider extending to long-term care facilities the option allowed to Federal health care agencies, whereby the prescription may be digitally signed and “locked” after being signed by the practitioner, while allowing other facility-determined information such as resident unit/room/bed, times of administration and pharmacy routing information, to be added by the facility after it is signed and before transmission to the pharmacy.
21 CFR 1311.130 (b) (c) and (g) - The electronic prescription system must not allow the printing of an electronic prescription that has been transmitted and must not allow the transmission of an electronic prescription that has been printed.  At no time may an electronic prescription be converted to another form (e.g. facsimile) for transmission.

Comment:  These provisions do not account for situations where there may be a transmission failure, natural disaster, power outage or other emergency situation.  This provision also would prevent a physician from providing a patient/caregiver with a copy of the patient’s prescription.  In the case of LTC facilities and other non-ambulatory, non-hospital settings, DEA must also permit the transmission of electronic copies to the nursing facility, assisted living program, hospice or home health agency, particularly in those instances where the health care provider maintains a paper chart.  The heath care provider must have a copy of each physician’s order in each resident’s chart.  If their charting system is paper-based, a printed version of the e-prescription would be the only mechanism for adding the order to the chart.
Recommendation: This provision needs to be rewritten to be compatible with existing prescribing practices and to ensure that patients can obtain their prescriptions (and copies) in the event of emergency or when there are problem with the electronic transmission.  DEA must also take into consideration the needs of nursing facilities and other health care providers that must receive and accurately track medication orders.  The entities must be able to obtain paper and/or electronic copies of prescriptions that have been electronically transmitted to the pharmacy.  

5.  Provisions Related to Federal Health Care Centers

21 CFR 1311.200 et seq. Practitioners that prescribe controlled substances at Federal health care facilities have the additional option of using digital certificates issued by Federal Agencies. 

Comment:  According to DEA, Federal health care providers indicated that their existing e-prescribing system is based upon PKI and digital signature technology that is more secure than, and incompatible with, the system requirements that DEA is proposing for the rest of the health care system.  The two systems have some elements in common—but the digital signature option adds some steps and removes others.  

Questions:  If a pharmacy is servicing a federal health care facility (such as a prison), will the pharmacy have to operate two separate systems—one for the federal health care facility and the other for the rest of the facilities it serves? Are Federal-qualified health centers considered federal health care facilities?  What if an FQHC is operated by a private entity under contract?
21 CFR 1311.200(d) -The practitioner is responsible ifs a prescription does not conform in all essential respects to the law and regulations.

Question:  What is the standard for imposing liability on the practitioner?  Is this a strict liability standard? 

Section IV – Conclusion

As is clear from the extent and breadth of our comments, ASCP has many serious concerns about DEA’s proposed rule for electronic prescribing of controlled substances.  Many requirements are new and impose significant burdens and costs on prescribers, pharmacies and providers without providing any clear law enforcement benefit. We are also deeply concerned that the proposed rule fails to consider existing workflows and pharmacy practice, especially in the long-term care setting.  Substantial effort will be needed to revise these regulations to make them workable.  To expedite this process, ASCP urges DEA to work more closely with affected stakeholders so that rules can be finalized that address DEA’s legitimate law enforcement concerns and further support widespread adoption of e-prescribing throughout our healthcare system. 

Please do not hesitate to contact ASCP should you have any questions regarding our comments.  We look forward to working with you.

Sincerely,
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Claudia Schlosberg, JD

Director, Policy and Advocacy Department
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